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The University of Central Arkansas Board of Trustees convened in a regularly scheduled 

meeting at 10:30 a.m. Friday, August 17, 2018, in the Board of Trustees Conference Room in 

Wingo Hall with the following officers and members present:  

                

                Chair:   Mr. Joe Whisenhunt 

                Vice Chair:  Mr. Bunny Adcock  

                Secretary:    Rev. Cornell Maltbia 

Ms. Elizabeth Farris  

   

Ms. Kay Hinkle was absent.               

   

Mr. Brad Lacy   

Ms. Shelia Vaught  

 

 

 

MINUTES 

 

The board unanimously approved the minutes of the May 11, 2018, board meeting, June 28, 

2018 teleconference meeting, and August 2, 2018 teleconference meeting, as submitted upon 

motion by Bunny Adcock and second by Brad Lacy. 

 

REPORTS FROM THE INCOMING PRESIDENTS OF THE STAFF SENATE, 

STUDENT GOVERNMENT ASSOCIATION, AND FACULTY SENATE 
 

Dr. Lesley Graybeal, incoming president of the Staff Senate, and Dr. Rahul Mehta, incoming 

president of Faculty Senate, addressed the board.  Their remarks are attached to the original 

minutes. 

 

Mr. Joshua Eddinger-Lucero, incoming president of the Student Government Association, also 

addressed the board. 

 

REPORTS 

 

President’s Report – an outline of President Davis’ report is attached to the original minutes. 

 

Financial Update – Diane Newton, Vice President of Finance and Administration, gave a 

financial update.  An outline of her report is attached to the original minutes. 

 

Information Technology – Mike Lloyd, Vice President and Chief Information Officer, updated 

the board on the progress of his plan for the Department of Information Technology.  An outline 

of his report is attached to the original minutes. 

 

ACTION AGENDA 

 

The following resolution was unanimously approved upon motion by Elizabeth Farris and 

second by Brad Lacy: 
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RESOLUTION OF APPRECIATION 
 

WHEREAS, Don Jones has served with distinction as a faculty member in the 

History Department at the University of Central Arkansas for fifty years, first coming to 

the university as an instructor in 1968 when the institution was still known as State 

College of Arkansas; and 

 

WHEREAS, Dr. Jones was promoted to Assistant Professor in 1975 and Associate 

Professor in 1988, and Dr. Jones has served as Interim Department Chair, as Interim 

Director of the Humanities and World Cultures Institute, as a member of the Faculty 

Senate, and on numerous department, college, and university committees; and 

 

WHEREAS, Dr. Jones completed his dissertation while serving as a faculty 

member and earned his doctorate in 1994 at the University of Kansas in Lawrence; and 

 

WHEREAS, Dr. Jones’ wife, Judy, retired in 2010 after working for thirty-one 

years at the university; and 

 

WHEREAS, Dr. Jones’ service as a professor and mentor has positively impacted 

the lives of enumerable students during his tenure, including Elizabeth Farris, Kelley 

Erstine, Warren Readnour, Amber Wilson, Jimmy Bryant, and Ken Barnes; and 

 

WHEREAS, Dr. Jones has served with honor and distinction and is the longest 

serving professor in the history of the university; and 

 

NOW, THEREFORE, BE IT RESOLVED, that the Board of Trustees of the 

University of Central Arkansas does hereby extend its sincere appreciation and gratitude to 

Dr. Don Jones for his service as a faculty member from 1968 to 2018; and 

 

BE IT FURTHER RESOLVED, that this resolution be made a part of the minutes 

of the University of Central Arkansas Board of Trustees meeting. 

 

Adopted this 17th day of August 2018 in Conway, Arkansas. 

 

 

      ____________________________ 

      Joe Whisenhunt 

      Chair of the Board 

 

 

      ____________________________ 

      Everette Cornell “E.C.” Maltbia 

      Secretary of the Board 
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Contract Review Procedures – Board Policy No. 416 

Pursuant to Board Policy No. 416, Contract Review Procedures, the administration must seek 

board approval for any contract that requires the university to expend funds, at any time, in 

excess of $250,000 or any contract with a term exceeding one year, unless the Office of General 

Counsel certifies, in writing, that the contract (a) may be terminated by the university on the 

giving of written notice of 90 days or less or (b) will not require the university to expend funds in 

excess of $99,999. 

 

The administration is seeking board approval for the university to enter into contracts with the 

following:  

 

• Blackboard 

 

 The board unanimously adopted the following resolution upon motion by Cornell Maltbia and 

second by Bunny Adcock:  

 

“BE IT RESOLVED: That the Board of Trustees authorizes the administration to enter 

into the contract with the company/organization listed above and on the following page.” 
 
 

 
 

 UNIVERSITY OF CENTRAL ARKANSAS  

REASON FOR REQUIRING BOARD REVIEW AND ACTION 

(Board Policy No. 416) 

Contract exceeds $250,000 or with a term of more than one year 
 
 
 
 

Vendor: Blackboard Inc. 

 

Amount:  $407,888 

 

Summary of Contract Information: Blackboard is an existing vendor.  This 

contract combines Blackboard Learn, Collaboration, and Managed hosting services into 

one contract.   The combined two-year expense for all Blackboard modules was previously 

$459,098, which included Blackboard Support.  Based on usage reporting and analytics, we 

elected to terminate the Blackboard Support contract on June 30, 2018 and provide that 

service in-house.  This change yielded a savings of $51,212 over the two-year term.    
 
Term: Two years ending June 30, 2020 
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Identify Theft Prevention Program  

The Federal Trade Commission’s Red Flags Rule requires financial institutions and creditors to 

develop and implement a written identify theft prevention program that is designed to detect, 

prevent, and mitigate identify theft.  The available guidance indicates that a university constitutes 

a creditor by offering such services as federal student loans, dining dollars, and student account 

refunds.  Other universities in the State of Arkansas have adopted similar identify theft 

prevention programs. 

The program must be appropriate for the size and complexity of the financial institution or 

creditor and the nature and scope of its activities. The program must include reasonable policies 

and procedures to identify and detect relevant Red Flags.  Red Flag is a pattern or activity that 

indicates the possibility of identity theft.  The federal regulations provide in part that the 

financial institution or creditor must obtain approval of the initial written program from its board 

of directors. 

The board unanimously adopted the following resolution upon motion by Bunny Adcock and 

second by Shelia Vaught:  

 

"BE IT RESOLVED: That the Board of Trustees approves the attached Identify Theft 

Prevention Program as the initial written program for the University of Central 

Arkansas."  
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IDENTITY THEFT PREVENTION PROGRAM 

 

 

I.  PROGRAM ADOPTION 

The following Identity Theft Prevention Program (“Program”) was developed by the 

University of Central Arkansas (“UCA”) in response to the Federal Trade 

Commission’s (“FTC”) Red Flags Rule (“Rule”) and to comply with Part 681 of the 

Code of Federal Regulations implementing Section 114 of the Fair and Accurate Credit 

Transactions Act of 2003. The UCA Board of Trustees (the Board) met on August 17, 

2018 and approved all aspects of this Program. The Board agreed that based on the size 

and complexity of UCA, this Program’s purpose is to establish processes that: 

 

1. Identify relevant Red Flags for new and existing Covered Accounts and 

incorporate those Red Flags into the Program. 

2. Detect Red Flags that have been incorporated into the Program. 

3. Respond appropriately to any Red Flags that are detected to prevent and 

mitigate Identity Theft. 

4. Ensure the Program is updated periodically to reflect changes in risks to 

students or to the safety and soundness of the student from Identity Theft. 

 

II. DEFINITIONS 

The Rule defines the following that are used in the Program: 

 

“Identity Theft” is a “fraud committed or attempted using the identifying 

information of another person without authority.” 

A “Red Flag” is a “pattern, practice, or specific activity that indicates the possible 

existence of Identity Theft.” 

A “Covered Account” includes all student accounts or loans that are administered 

by the University. 

“Program Administrator” is the individual designated with primary responsibility 

for oversight of the program described in Section VI. 

“Identifying information” is any name or number that may be used, alone or in 

conjunction with any other information, to identify a specific person, including 

name, address, telephone number, social security number, date of birth, 

government issued driver’s license or identification number, alien registration 

number, government passport number, employer or taxpayer identification 

number, student identification number (UCA ID), computer’s Internet Protocol 

(IP) address, or routing code.  

 

III. IDENTIFICATION OF RED FLAGS 

In order to identify relevant Red Flags, UCA considers the types of accounts that it 

offers and maintains, methods it provides to open its accounts, methods it provides to 

access its accounts, and its previous experiences with Identity Theft. UCA identifies the 

following Red Flags in the listed categories below: 
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A. Notifications and Warnings from Credit Reporting Agencies 

1. Report of fraud accompanying a credit report; 

2. Notice or report from a credit agency of a credit freeze on an applicant;  

3. Notice or report from a credit agency of an active duty alert for an applicant; 

4. Receipt of a notice of address discrepancy in response to a credit report 

request; and 

5. Indication from a credit report of activity that is inconsistent with an 

applicant’s usual pattern or activity. 

 

B. Suspicious Documents 

1. Identification document or card that appears to be forged, altered or 

inauthentic;  

2. Identification document or card on which a person’s photograph or physical 

description is not consistent with the person presenting the document;  

3. Other document with information that is not consistent with existing student 

information; and 

4. Application for service that appears to have been altered or forged. 

 

C. Suspicious Personal Identifying Information 

1. Identifying information presented that is inconsistent with other information 

the student provides (e.g., inconsistent birth dates); 

2. Identifying information presented that is inconsistent with other sources of 

information (e.g., an address not matching an address on a loan application); 

3. Identifying information presented that is the same as information shown on 

other applications that were found to be fraudulent; 

4. Identifying information presented that is consistent with fraudulent activity 

(e.g., an invalid phone number or fictitious billing address); 

5. Social security number presented that is the same as one given by another 

individual;  

6. An address or phone number presented that is the same as that of another 

person; 

7. A person fails to provide complete personal identifying information on an 

application when reminded to do so; and 

8. A person’s identifying information is not consistent with the information that 

is on file for the student. 

 

D. Suspicious Covered Account Activity or Unusual Use of Account 

1. Change of address for an account followed by a request to change the 

student’s name;  

2. Payments stop on an otherwise consistently up-to-date account; 

3. Account used in a way that is not consistent with prior use; 

4. Mail sent to the student is repeatedly returned as undeliverable; 

5. Notice to UCA that a student is not receiving mail sent by UCA; 

6. Notice to UCA that an account has unauthorized activity; 

7. Breach in UCA’s computer system security; and 

8. Unauthorized access to or use of student account information. 
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E. Alerts from Others 

1. Notice to UCA from a student, Identity Theft victim, law enforcement or other 

person that UCA has opened or is maintaining a fraudulent account for a 

person engaged in Identity Theft. 

 

IV. DETECTING RED FLAGS 

 

A. Student Enrollment 

In order to detect any Red Flags identified in the Program associated with the 

enrollment of a student, UCA personnel will take the following steps to obtain and 

verify the identity of the person opening the account: 

1. Require certain identifying information such as name, date of birth, academic 

records, home address or other identification; and 

2. Verify the student’s identity at the time of issuance of student identification 

card (review of driver’s license or other government-issued photo 

identification). 

 

B. Existing Accounts 

In order to detect any of the Red Flags identified above for an existing Covered 

Account, UCA personnel will take the following steps to monitor transactions on an 

account: 

1. Verify the identification of students if they request information (in person, via 

telephone, via facsimile, via email);  

2. Verify the validity of requests to change billing addresses by mail or email 

and provide the student a reasonable means of promptly reporting incorrect 

billing address changes; and  

3. Verify changes in banking information given for billing and payment 

purposes. 

 

C. Consumer (“Credit”) Report Requests 

In order to detect any of the Red Flags identified above for an employment or volunteer 

position for which a credit or background report is sought, UCA personnel will take the 

following steps to assist in identifying address discrepancies: 

1. Require written verification from any applicant that the address provided by 

the applicant  is accurate at the time the request for the credit report is made to 

the consumer reporting agency; and 

2. In the event that notice of an address discrepancy is received, verify that the 

credit report pertains to the applicant for whom the requested report was made 

and report to the consumer reporting agency an address for the applicant that 

UCA has reasonably confirmed is accurate. 
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V. PREVENTING AND MITIGATING IDENTITY THEFT 

 

In the event UCA personnel detect any identified Red Flags, such personnel shall take 

one or more of the following steps, depending on the degree of risk posed by the Red 

Flag: 

 

1. Continue to monitor a Covered Account for evidence of Identity Theft; 

2. Contact the student or applicant (for which a credit report was run); 

3. Change any passwords or other security devices that permit access to Covered 

Accounts; 

4. Not open a new Covered Account; 

5. Provide the student with a new student identification number; 

6. Notify the Program Administrator for determination of the appropriate step(s) 

to take; 

7. Notify law enforcement; 

8. File or assist in filing a Suspicious Activities Report (“SAR”); and 

9. Determine that no response is warranted under the particular circumstances. 

 

In order to further prevent the likelihood of Identity Theft occurring with respect to 

Covered Accounts, UCA will take the following steps with respect to its internal 

operating procedures to protect student identifying information:  

 

1. Ensure that its website is secure or provide clear notice that the website is not 

secure; 

2. Ensure complete and secure destruction of paper documents and computer 

files containing student information per UCA’s Document Retention 

Guidelines; 

3. Ensure that office computers with access to Covered Account information are 

password protected (UCA IT Network Password Policy, UCA IT 

Safeguarding System Passwords Policy); 

4. Avoid use of social security numbers when possible; 

5. Ensure computer virus protection is up to date; and 

6. Require and keep only the kinds of student information that are necessary for 

UCA purposes. 

 

VI. PROGRAM ADMINISTRATION 

 

A. Oversight 

Responsibility for developing, implementing and updating the Program lies with the 

Program Administrator, the Vice President for Finance and Administration. The 

Program Administrator may delegate responsibilities to and/or consult with other 

offices as necessary to ensure appropriate training of UCA staff on the Program, to 

review any staff reports regarding the detection of Red Flags and the steps for 

preventing and mitigating Identity Theft, to determine which steps of prevention and 

mitigation should be taken in particular circumstances, and to consider periodic 

changes to the Program. 
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B. Staff Training and Reports 

UCA staff responsible for implementing the Program shall be trained by or under the 

direction of the Program Administrator or designee(s) in the detection of Red Flags and 

the responsible steps to be taken when a Red Flag is detected. UCA staff shall be 

trained, as necessary, to effectively implement the Program. UCA employees are 

expected to notify the Program Administrator or designee(s) once they become aware 

of an incident of Identity Theft or of UCA’s failure to comply with this Program. At 

least annually or as otherwise requested by the Program Administrator, UCA staff 

responsible for development, implementation, and administration of the Program shall 

report on compliance with the Program. The report should address such issues as 

effectiveness of the policies and procedures in addressing the risk of identity theft in 

connection with the opening and maintenance of Covered Accounts, service provider 

arrangements, significant incidents involving identity theft and management’s response, 

and recommendations for changes to the Program. 

 

C. Service Provider Arrangements 

In the event UCA engages a service provider to perform an activity in connection with 

one or more Covered Accounts, UCA will take the following steps to ensure the service 

provider performs its activity in accordance with reasonable policies and procedures 

designed to detect, prevent and mitigate the risk of Identity Theft: 

1. Require, by contract, that service providers have such policies and procedures 

in place; and 

2. Require, by contract, that service providers review the Program and report any 

Red Flags to the Program Administrator or designee(s) or the office with 

primary oversight of the service provider relationship. 

 

D. Non-disclosure of Specific Practices 

For the effectiveness of the Program, knowledge about specific Red Flag identification, 

detection, mitigation, and prevention practices may be limited to the Program 

Administrator and those employees with a need to know them. Any documents that 

may have been produced or are produced in order to develop or implement this 

Program that list or describe such specific practices and the information those 

documents contain are considered “confidential” and should not be shared with other 

UCA employees or the public unless required by the Arkansas Freedom of Information 

Act. The Program Administrator or designee(s) shall inform employees with a need to 

know the information of those documents or specific practices which should be 

maintained in a confidential manner. 

 

E. Program Updates 

The Program Administrator or designee(s) will periodically review the Program to 

ensure it addresses risks to students and the soundness of UCA from Identity Theft. In 

doing so, they will consider UCA’s experiences with Identity Theft situations, changes 

in Identity Theft methods, changes in Identity Theft detection and prevention methods, 

and changes in UCA’s business arrangements with other entities. After considering 
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these factors, the Program Administrator or designee(s) will determine whether changes 

to the Program, including the listing of Red Flags, are warranted. If warranted, the 

Program will be updated accordingly. 

 

F. Effective Date 

The Program is effective August 17, 2018. 

 

Diversity; Diversity Advisory Committee – Board Policy No. 525 

 

Board Policy No. 525 establishes the Diversity Advisory Committee in order to carry out the 

diversity language in the university mission statement.   

 

Pursuant to the board policy, the Board of Trustees must make three appointments to the 

committee.  They are as follows: 

 

• One member of the university’s Board of Trustees; and 

• Two persons, at least one of whom shall be a person holding an 

administrative position at the university. 

 

Cornell Maltbia and Karen Lasker are the members whose appointments have expired, so 

the board must make two appointments at this time.  Cornell Maltbia was appointed in 

2017 to a one-year term as the member of the board, and Karen Lasker was appointed in 

2016 to serve a two-year term.  Vickie Groves-Scott was appointed in 2017 to serve a two-

year term that does not expire until 2019. 

 

The board unanimously adopted the following resolution upon motion by Brad Lacy and second 

by Shelaa Vaught:  

 

“BE IT RESOLVED:  That Cornell Maltbia, a member of the Board of Trustees, is 

hereby appointed to serve on the Diversity Advisory Committee for a one-year term; and 

that Frank Holbrook is hereby appointed to serve for a two-year term (2018-20 academic 

years) on the Diversity Advisory Committee. 

 

 

Maximum Number of Credit Hours – Baccalaureate and Associate Degrees– Board Policy 

No. 321 

 

Board of Trustees Policy No. 321, Maximum Number of Credit Hours – Baccalaureate and 

Associate Degrees, specifies that “the maximum number of credit hours required by the 

University of Central Arkansas for the baccalaureate degree shall be 120. Any course of study 

requiring more than 120 credit hours for the completion of the baccalaureate degree must be 

specifically approved by the Board of Trustees.” 
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In 2014, the Board of Trustees approved such an exception for the Music Education emphases 

within the Bachelor of Music degree, allowing 123–25 hours for these emphases based on 

licensure and accreditation requirements. These emphases are being removed from the Bachelor 

of Music degree to form a standalone Bachelor of Music Education degree, as detailed in a 

notification item in this agenda. This “reconfiguration” entails no change in curriculum for these 

courses of study. 

 

The administration requests approval of the same exception for the newly formed Bachelor of 

Music Education degree, to allow a 123–25 credit hour limit for this program.  Approval by the 

Board of Trustees will result in the modification of the listing of the program in Board of 

Trustees Policy 321 as indicated on the following page. 

 

All appropriate university councils and administrators have recommended approval of the 

modifications for these programs. 

 

The board unanimously adopted the following resolution upon motion by Shelia Vaught and 

second by Cornell Maltbia:  

 

“BE IT RESOLVED:  That the Board of Trustees hereby approves waiver of the 120-hour 

rule for the Bachelor of Music Education, allowing it to require 123–25 credit hours.” 

 

 

 

UNIVERSITY OF CENTRAL ARKANSAS 

BOARD POLICY 

Policy Number: 321   

Subject: Maximum Number of Credit Hours—Baccalaureate and Associate Degrees 

Date Adopted: 10/95 Revised: 05/97, 12/12, 05/14, 05/17, 08/18 

 

 

The maximum number of credit hours required by the University of Central Arkansas for the 

baccalaureate degree shall be 120. Any course of study requiring more than 120 credit hours for 

the completion of the baccalaureate degree must be specifically approved by the Board of 

Trustees. 

 

The maximum number of credit hours required by the University of Central Arkansas for the 

associate degree shall be 60. Any course of study requiring more than 60 credit hours for the 

completion of the associate degree must be specifically approved by the Board of Trustees. 

 

Associate degrees requiring more than 60 semester credit hours: 

 

• AAS, Law Enforcement Administration, 63 hours (CJI higher education partnership) 
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• AAS, Crime Scene Investigation, 62 hours (CJI higher education partnership) 

 

Baccalaureate degrees requiring more than 120 semester credit hours (the date included with 

each entry indicates the date of approval for inclusion in this list): 

 

• BME, Music, Music Education Tracks, 123–25 hours (05/30/2014 08/17/2018) 

• BS, Computer Engineering, 126 hours (05/12/2017) 

• BS, Physics, Engineering Physics Track, 126 hours (05/12/2017) 

• BS, Radiologic Technology, 121 hours (02/21/2014) 

• BSE, Elementary Education K–6, 123 hours (02/21/2014) 

• BSE, Middle Level Education, 121–22 hours (02/21/2014) 

 

 

NOTIFICATIONS/DELETIONS 

 

Notification: Reconfiguration of Music Education Tracks—BME, Music Education 

 

The Department of Music in the College of Fine Arts and Communication proposes to 

reconfigure the existing Bachelor of Music degree to create a standalone Bachelor of Music 

Education degree from the existing program’s music education emphases. No changes in 

curriculum are proposed at this time. 

 

This reconfiguration is undertaken primarily to accommodate the need to track the Credits at 

Completion metric in the Productivity Funding model, something that cannot be done for 

individual emphases or concentrations under a larger degree umbrella. Our Music Education 

curriculum requires more than 120 credit hours (up to 125 credit hours, depending on the 

particular combination of vocal/instrumental emphases chosen by the student); creating the 

standalone program will allow UCA to request for this program an exception to the 120-hour cap 

for baccalaureate programs. 

 

Making this change will require minor modification to the list, in Board Policy 321, of 

baccalaureate degrees requiring more than 120 semester credit hours. An action item to make 

that change is included in the agenda. 

 

All appropriate university councils and administrators have recommended approval of this 

reconfiguration of the undergraduate music education curriculum. 

 

Supporting materials (following pages): (1) UCA Curriculum Form U3 and (2) ADHE Form 

LON-11 
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Notification: Deletion of the MS in Community and Economic Development 

 

The Department of Geography and the College of Natural Science and Mathematics have 

proposed deletion of the Master of Science (MS) program in Community and Economic 

Development. Demand for the degree has dropped steadily, and many other institutions offer 

somewhat similar community development master’s degrees. The university will reallocate 

human and financial resources to other areas in the department. A program-director role will be 

returned to a full-time faculty position, and approximately $45,000 savings in administrative and 

adjunct faculty costs will be realized annually. The program stopped accepting new students at 

the end of the Fall 2016 semester and all students will have graduated no later than August 2019. 

 

All appropriate committees, councils, and administrators have recommended deletion of this 

program, and the provost and president have approved it. 

 

Supporting materials (following pages): (1) UCA Curriculum Form G3-D, (2) ADHE Form 

LON-5 
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Notification: New Undergraduate Minor in Data Analytics 

 

The Department of Management Information Systems in the College of Business proposes a new 

undergraduate minor program in Data Analytics. Data analytics is one of the fastest growing 

technology needs in business organizations today. Data gathering occurs everywhere in 

businesses today, and is only increasing. With the advent of the Internet of Things (a name given 

to the proliferation of sensing devices in products today—such as mobile programming of 

refrigerators), data gathering will continue to grow rapidly. The term “data analytics” (or “data 

science” or “business analytics”) describes fields of study that develop ways to exploit the data 

for business purposes. 

 

The proposed minor will require 18 credit hours designed to provide students with the skills and 

expertise necessary to carry out most analyst tasks. (See supporting materials for details.) The 

minor will be open to any student, including business students. 

 

All appropriate university councils and administrators have recommended approval of the minor 

in Data Analytics. 

 

Supporting materials (following pages): (1) UCA Curriculum Form U3 and (2) ADHE Form 

LON-3 
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Notification: Program Title Change, MS, Applied Computing, to MS, Computer Science 

 

The Department of Computer Science in the College of Natural Sciences and Mathematics 

proposes to change the title of the MS in Applied Computing to MS in Computer Science. The 

current name of the program (Applied Computing) refers to a broader degree program that 

incorporates science, applied math, applied physics, applied chemistry, and software systems. 

More specifically, applied computing is the application of mathematical models to computations 

for scientific disciplines. Our master’s program is, in terms of its content and its objectives and 

outcomes, a Computer Science program—that is, all the coursework and related learning 

experiences are clearly within the domain of Computer Science rather than Applied Computing. 

 

All appropriate university councils and administrators have recommended adoption of this title 

change. 

 

Supporting materials (following pages): (1) UCA Curriculum Form G2-A and (2) ADHE Form 

LON-1 
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Notification: Program Title Change, MS, Health Sciences, to MS, Health Promotion 

 

The Department of Health Sciences in the College of Health and Behavioral Sciences proposes 

to change the title of the MS in Health Sciences to MS in Health Promotion. The title change 

reflects the degree program’s specific focus on teaching and enhancing the skills for health 

education specialists, as articulated in the Seven Areas of Responsibility of Health Education 

Specialists developed by the National Commission for Health Education Credentialing 

(NCHEC), the professional certification program that establishes a national standard for 

individual health education practitioners. 

 

All appropriate university councils and administrators have recommended adoption of this title 

change. 

 

Supporting materials (following pages): (1) UCA Curriculum Form G2-A, (2) ADHE Form 

LON-1 
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Notification: New BSN-to-DNP Track in the Doctor of Nursing Practice Program 

 

The School of Nursing in the College of Health and Behavioral Sciences proposes a BSN-to-

DNP track in the existing Doctor of Nursing Practice (DNP) program. Currently, the only entry 

into the DNP program is post-MSN. Because of changing minimum requirements for Nurse 

Practitioner entry into practice to include doctoral competencies—affecting accreditation 

standards for UCA’s graduate Nursing programs—the School of Nursing presents this change. 

 

The BSN-to-DNP track will require 73 hours of post-BSN graduate work and is anticipated to 

require 11 semesters for completion. The track is designed for BSN-prepared nurses seeking 

Nurse Practitioner preparation at the DNP level. The new track meets all standards for nurse-

practitioner education established by the American Association of Colleges of Nursing and the 

National Organization of Nurse Practitioner Faculties. 

 

The BSN-to-DNP track is expected to enroll its first class for the fall 2019 semester. 

 

All appropriate committees, councils, and administrators have recommended approval of the new 

BSN-to-DNP program of study. 

 

Supporting materials (following pages): (1) UCA Curriculum Form G3 and (2) ADHE Form 

LON-11C 
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EXECUTIVE SESSION 

 

The board unanimously declared an executive session to consider employment, appointments, 

promotions, demotions, disciplining and resignations of employees, upon motion by Cornell 

Maltbia with a second by Shelia Vaught. 

 

 

OPEN SESSION 

 

The board unanimously approved the following motion made by Shelia Vaught with a second by 

Brad Lacy: 

 

“I move that all appointments, adjustments to salary and title, and other matters set forth 

on the personnel action list discussed in executive session be approved.” 

 

ADJOURNMENT 

 

There being no further business to come before the board, the meeting was adjourned upon motion 

by Brad Lacy and second by Elizabeth Farris. 

 

       The University of Central   

       Arkansas Board of Trustees 

 

 

 

       ________________________ 

       Joe Whisenhunt  

       Chair 

 

 

 

 

       _________________________ 

Cornell Maltbia, Secretary 
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